
 
 
Energy-saving and green ISS policy 

 
Considering information systems security, as well as environmental impacts, are legal, industrial and 
commercial requirements. 
Indeed, regulation which is continually strengthened, as well as the demands of our clients, mean we are 
required to ensure the security, integrity, confidentiality and availability of information systems, and to be clean 
producers by reducing energy consumption at our facilities. In order to do this, we are committed to carry out 
the following actions: 
 
Information systems security: 
 

 Ensure compliance with current regulations 
 Adopt an approach of continuing improvement in the field of information security 
 Aim to permanently minimise the risks linked with information security and to integrate this concern 

during the development of our infrastructure and of tools that we make available to our clients and/or 
that we use internally 

 Prioritise security prevention 
 Control access to the company's networks and services 

 
Based on the actions already carried out and on the risk analysis carried out on infrastructure, the main 
objectives will aim to: 
 

 Ensure entirely secure access for our clients to their infrastructures 

 Avoid any loss of information data which could cause a malicious act or incident 

 Involve our suppliers/ providers in our approach 

 Ensure the availability, integrity and confidentiality of the data of interested parties 

 
On energy and environmental plans, we are committed to carry out the following actions: 
 

 Ensure compliance with current regulations 
 Adopt an approach of continuing improvement in the fields of energy and the environment 
 Aim to permanently minimise the impact of our services on the environment and to integrate this 

concern when it comes to our purchases 
 Prioritise pollution prevention 

 
Based on the actions already carried out and on the environmental risk analysis carried out on our sites, the 
main objectives will aim to: 
 

 Reduce energy consumption whenever technologically and economically possible 
 Preserve natural resources 
 Prioritise pollution prevention 
 Involve our suppliers/ providers in our approach 
 Comply with environmental and energy regulations 
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This policy is drawn up within a management logic which contributes to making our clients secure and 
differentiating us from our competitors. It allows us to advance and enhance our professionalism, while 
bringing our partners together around common objectives focused on information systems security, energy 
savings and respecting the environment.  

Responsibility for the implementation and monitoring of this policy falls to Mr Alexandre PATTI, who is our 
representative for matters concerning information systems security, energy and the environment. 

Our long-term approach requires the commitment and mobilisation of everyone. 

The Management is committed to ensuring the implementation of this energy-saving and green ISS policy and 
its smooth  operation, to making the necessary resources available to meet the target and objectives, as well 
as  constantly promoting our progressive approach.  

 

 

The Management 
 
 


